**上海健康医学院**

**终端设备免认证联网申请**

由于业务需要，申请将以下终端设备以MAC地址绑定的方式接入互联网。终端设备责任人承诺遵守并签署《**上海健康医学院专用终端入网责任书**》，对设备的信息安全和上网行为负责，并承担全部责任。

|  |  |  |  |
| --- | --- | --- | --- |
| 设备名称 | 用途 | 接入地点 | MAC地址 |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

部门（签章）：

责任人：

年 月 日

**上海健康医学院专用终端入网责任书**

1、本书所指专用终端是指接入校园网，经相关通信设施传输数据或控制信息的设备。包括各类网络打印机、网络摄像头、视频会议终端及各类智能化业务控制器等。上述各类专用终端设备入网前必须进行备案登记，并将备案副本定期提交信息管理中心存档，严禁未备案专用终端设备接入校园网。

2、专用终端IP地址由信息管理中心授权使用，统一规划、统一分配，未经许可，不得随意更改。对于已停用、废弃专用终端应及时从校园网移除，并对备案信息进行更新。

3、各单位要设专人对各类专用终端设备进行管理和维护；加强系统安全机制建设和日常管理，落实专用终端使用人及责任人；定期对设备运行状态、安全状态进行检查，定期对已接入网络的设备可能存在的弱口令进行排查和修改。

4、各单位对已接入网络的专用终端设备应根据最小业务需要设置访问控制，尽量避免设备可以被互联网访问。对确实需要通过互联网访问的设备应谨慎评估潜在的安全风险后在做决定。

5、由于管理因素产生的各类安全事件，本单位和相关责任人将承担全部责任，并接受有关部门的处理。

责任单位（章）：

责任人（签字）：

年 月 日